AppleBus:
An Introduction



Apple Compuier'; mission is to provide people with inexpensive, easy-to-use
computers. Apple now introduces AppleBus, a simple interconnect system that delivers
all the benefits of multi-user communication and shared resources at a fraction of the cost

usually associated with these features.

AppleBus adds a powerful new dimension to Apple’'s computer products by allowing
them to communicate freely for cooperative purposes without in any way diminishing the

independence of the individual user.

AppleBus functions in three major configurations: as a small area interconnect
system, as a tributary to a larger network, and in its most elemental form, as a peripheral
bus between an Apple computer and its dedicated attached devices.

As a stand-alone work area network, AppleBus provides communications and resource
sharing among up to 32 computers, disks, printers, modems, and other peripherals. More
important, AppleBus supports a wide variety of forthcoming services such as shared
files, electronic mail, and communication with computers and r'esources on other
networks. Further, AppleBus has been designed to allow its incorporation, through
bridging devices, into larger networks.

When functioning as a peripheral bus, Apple Bus in effect implements the concept of
slots by providing a single serial bus for the connection of a variety of peripheral

devices.

To achieve this range of flexibility, Apple has designed highly reliable, inexpensive
hardware, and a sophisticated set of communications protocols. This hardware/software
package, together with the computers, cables and connectors, shared resource managers
(servers), and specialized applications software, will grow into a complete line of
products offered both by Apple and third parties. (see figure 1)

Design Goals

Applebus is designed to fit the needs of the individual user who wishes to extend his
maximum number of directly-attached peripherals, and provide for the sharing
requirements of a small cluster of computers. Careful attention has also been paid to
businesses, where work area networks feed large backbone networks and eor;;orate

communication implies a mixture of networks and technologies.
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1. Low-cost

AppleBus is built into Macintosh and Lisa. The shielded, twisted-pair cable used to
form the bus, and its associated cables and connectors, bring the actual cost to only about
$25 per connect for any configuration.

2. Easy to Install

Electrically, AppleBus is designed with passive (transformer) coupling of devices to
a trunk cable, with simple, self-terminating miniature DIN connectors. No special
installation is necessary, and computers, peripherals, or servers may be easily relocated
or added. The actual connection of a device to Appl;Bus is simpler than hooking stereo

speakers to a "hi-fi” system.
3. Easy to Extend

The AppleBus Protocols Packege supports a range of configurations from simple
dedicated device attachment through internetworking. With the same software, AppleBus-
may be extended through AppleBus bridges to other AppleBuses, and through gateways to
communications services and other networks (local or long-haul).

4. Open Systems Architecture

Apple has developed a suite of protocols for AppleBus which provide functionality
corresponding to the various layers of the ISO (International Standards Organization) OS]
{(Open Systems Interconnection) reference model. Protocols at the ISO-OSI layers 1
through 5 (Physical, Data Link, Network, Transport, and Session) form the core of the
AppleBus Protocol Architecture. The use of the ISO-OSI layering allows developers to
design new functions and applications for AppleBus. Throughout the development of
AppleBus, Apple will make all technical documentation completely public.

Technical Specifications

Hardware

AppleBus at the Physical level has a bus topology consisting of a linear trunk cable
with intervening connection modules to which nodes attach via a short drop cable.
Electrically and mechanically, AppleBus is a multi-drop, balanced, transformer isolated
serial communications system for up to 32 nodes. The raw data rate is 230.4K baud over a
distance of 300 meters.



The serial hardware driver in Macintosh and Lisa (Zilog 8530 Serial Communications
Controller) is programmed to use SDLC frame format, and FM 0 modulation. FM 0 is a bit
encoding technique that provides self-clocking. Balanced signalling is achieved using
RS-422 driver and receiver ICs in each of the attached devices. The transformer
provides ground isolation as well as protection from static discharge. Since a node is
passively connected to the trunk cable via a drop cable, a device may fail without
disturbing communications. Nodes may be added and removed from the bus with only
minor disruption of service.

Since end-user installation is assumed, assembled cables will be sold in standard 2, 8,
and 15 meter lengths with molded miniature DIN connectors. The trunk cable connects to
an AppleBus connection module. The connection module is a small plastic case (3"x 2"x
17) containing a transformer, resistive and capacitive circuits for noise_ immunity, and
two 3-pin miniature DIN connectors with terminating switches to & 100 ohm terminating
resistor. Attached to this plastic case is an 18 inch "drop cable” which terminates at the
node with either a DB-9 or DB-25 connector. The trunk cable is shielded, twisted pair
cable (Belden 9272 or equivalent).

For detailed hardware information, refer to AppleBus Electrical/Mechanical
Specification, March, 1984 (Apple Doc No. 062-0190-A).

Protocols and Software

Underlying all use of AppleBus is a specific set of protocols, or communication
"rules”. These protocols correspond to the ISO-OSI layers 1 through § {(Physical, Data
Link, Network, Transport, and Session).

While Apple recommends the use of these protocols, communication over AppleBus is
not dependent on their exclusive use. All protocol implementations are layered,
functionally distinct entities, which allow easy access and addition of alternative
protocols. This implies that a software developer could, for instance, leverage upon the
physical and data link layers to build a different protocol architecture.

For further details refer to the document, The AppleBus Protocol Architecture, An

Introduction, and individual documents of each of the AppleBus protocols. Individual
protocol specifications will be made available as they are finished. (see figure 2)
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Briefly, the ‘rchjtecture includes:

Physical Layer

The Physical layer encompasses the physical and electrical characteristics of
AppleBus as described earlier in the Hardware section.

Link Access Protocol (ABLAP)

The AppleBus Link Access Protocol corresponds to the Data Link layer of the ISO-OSI
. reference model. The protocol, which must be common to all systems on the bus, provides
"best effort” delivery of information between nodes. The ABLAP procedure manages the
encapsulation and decapsulation of data in a frame and then provides access to the bus
for transmission and reception of frames. The format and interpretation of the data
encapsulated by the frame is left to higher level protocols. Specifically, the LAP

manages :
‘1. Bus Access Control
2. Node ID Assignment

3. Node-to-Node Addressing Mechanism

4. Packet Length and Integrity

1. Bus Access Control

All AppleBus nodes compete for use of the bus. it is the function of the LAP to
resolve this contention, and provide fair access for all nodes. AppleBus uses an access
discipline that is termed Carrier Sense, Multiple Access with Collision Avoidance
(CSMA/CA). Carrier Sense means that a sending node first “senses” the line, and defers
to an ongoing transmission. Collision avoidance means that the protocol attempts to
minimize collisions. A collision occurs when two (or more) stations transmit frames at the
same time. In the AppleBus CSMA/CA technique, all transmitters wait until the line is
idle for a minimum time plus an additional time as determined by a generation of a
(pseudo-) random number whose range is adjusted based upon perceived bus traffic.
AppleBus hardware does not allow the actual detection of collisions.



2. Node ID Assignment

AppleBus uses an 8-bit identification number for node addressing on the bus.
AppleBus nodes have no permanent address or identification number configured into
them. When a node is activated on an AppleBus, it makes a guess at its node number,
either by extracting its number from some form of long-term (parameter/disk) memory, or
by generating a random number if it does not have non-volatile memory. The node then
sends a special AppleBus ABLAP frame to its own address, and waits for an
acknowledgement. If it receives an acknowledgement, it knows that the chosen node
number is already in use, and repeats the process with a different guess until it
succeeds.

3. Node-to-Node Addressing Mechanism

ABLAP is ultimately responsible for the destination and source node addresses
encoded in the header portion of the outgoing frame. In addition to the ability to direct
packets to a specific node on the AppleBus, ABLAP allows the broadcasting of packets to
all nodes on the bus using address "Hexadecimal FF”.

4. Frame Length and Integrity

Frame length may vary arbitrarily with a stipulated maximum. Individual messages
are assembled into frames with an appended 16-bit Frame Check Sequence (FCS). The
FCS is calculated using the standard CRC-16 polynomial. Packets received with an
invalid FCS are discarded by the receiving node. Furthermore, ABLAP may exploit a
higher level length field to verify packet length.

Detagram Delivery Protocol (DDP)

At the next higher level of the architecture (the Network layer of the ISO-OSI model)
is the Datagram Delivery Protocol {DDP). While the ABLAP protocol provides "best
effort” node-to-node delivery of packets on a single AppleBus, the Datagram Delivery
Protocol extends this mechanism to socket-to-socket delivery over an entire AppleBus
internet. Sockets are logical entities within the nodes of a network. Detagrams, packets
that are delivered as single, independent entities, are exchanged between sockets.
Therefore, sockets may be visualized as simply the sources and déstinations of
datagrams. Sockets are said to be owned by socket clients, which are typically processes



(or functions within processes), implemented in software in the node.

AppleBus internets are formed by interconnecting up to 254 AppleBuses with
intelligent nodes referred to as bridges or internet routers. [Bridges should not be
confused with gateways. A gateway refers to a node separating and managing
communication between different types of networks.}

DDP uses the concept of network and socket numbers to provide an internet-wide
addressing mechanism adequate for the delivery of datagrams among all sockets of an

internet.

AppleBus Transaction Protocol (ATP)

The AppleBus architecture includes several protocols at the next higher ievel above
DDP (the transport layer of the ISO-OSI model). These protocols add different levels or
types of functionality to the underlying datagram delivery service. An important eximpie
is the AppleBus Transaction Protocol which adds a measure of reliability by providing &
loss-free transaction service between sockets. This allows exchanges between two
socket clients (a requestor and a responder) in which one client requests the other to
perform a particular task and report the result. The interaction, consisting of & request
and a response, is termed a transaction. ATP allows for & transaction response that may
be as large as 12 datagrams. ATP delivers each response message, correctly reassembling
its component packets without gaps in the proper sequential order.

This model fulfills the transport requirements for a wide variety of higher level
services from simple devices through servers and other general networking services.

Data Stream Protocol (DSP)

This protocol is being proposed by Apple to provide a reliable two-way data stream
service (also known as byte streams, virtual circuits, etc.) between a pair of sockets on
an internet. The envisioned service provides for flow control and recovery from the
familiar situations of packet loss, and duplicate or out-of-sequence packet reception.
Such a service, layered on top of the DDP, would satisfy the transport service needs of
applications exchanging sequences of data such as screen contents, keyboard input, etc.



Name Bindihg Protocol (NBP)

This session level protocol allows network users to employ character string names for
socket clients and network services. The basic function of NBP is the translation of a
character string name into the internet socket address of the corresponding network
entity. The protocol does not mandate the use of name servers.

Routing Table Maintenance Protocol (RTMP)

This transport level protocol allows bridges/internet routers to dynamically discover
routes to the different networks (AppleBuses) in an ;nternet. This information is
maintained only in bridges. Ordinary AppleBus nodes employ a simple subset of RTMP for
the purpose of discovering the number of the AppleBus to which they are connected and
the node identification number of a bridge on that AppleBus.

Higher Level Protocols

Apple is developing other higher level protocols that exploit the services of the core
protocols to build specific services. An important instance of this is the description of a
general model of providing host to peripheral device access through AppleBus.

Other examples are protocols corresponding to the various servers under
development at Apple for file sharing, network printing, etc.

These protocols will be published in due course for unrestricted use by developers.

Summary

The basic AppleBus product, incorporating hardware, protocols, and software
described here, exceeds the requirements for its design center. In test. configurations,
AppleBus has performed with stability at offered loads of up to 1008 channel capacity. It
is without question the low-cost, highly extendable interconnect scheme Apple intended
to design.



The extremely l;w cost of AppleBus opens the path to experimentation by users and
developers. Apple expects to recreate with AppleBus an explosion of useful new
products, as already seen with the Apple // and Macintosh. In addition to foreseeable,
well-known network services, this activity will lead to unforeseen uses of the evolving
technology of networking. It is, after all, the promise of increased human potential and
productivity that underlies the concepts of personal computers and the networking of
personal computers. ‘
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Introduction

AppleBus is a serial interconnection system for all Apple Computers and several
futwe peripheral products. It provides a3 commaon, convenient, inexpersive,
expansion capability for computer products. in summary, AppleBus is a
muliti—drop, balanced, transformer isolated, serial communication system
designed to connect 32 devices at 230.4 Kbaud over a total distance of wp to
300 meters. -

References
AppleBus Link Access Protocol, specification number 062—-0214.

EIA Standard RS—422. Electrical Characteristics of Balanced Volitage Digital
Inter face Circuits. .
Fairchild Semiconductor “interface, Line Drivers and Receivers®, 1975.

Summary of Features and Per formance
* 32 total devices

* Shielded, twisted pair. connectorized interconnection: easy user configuration,
maximum total cable length of 300 meters
* 230.4 Kbaud communication, SDLC frame format, FM0 modulation

* Balanced signalling using standard RS—422 driver (26LS30) and receiver
(26LS32) 1.C."s
* Trarsformer isolation for excelient noise and static discharge immunity

* Self—configuring no user switches or action to identify devices

* Passive drops. devices may be disconnected. and one may fail without
disturbing communication
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4.0 Signalling

4.1 AppleBus devices send and receive data over 3 single pair of wires
connected to each device. Two connectors on each device allow the
user to easily connect devices together by means of a simple cable
(see Section 5.0 Interconnection). Balanced. transformer coupled
signalling is used to reduce both RFI and noise susceptibility.

4.2 Each device has a single driver and receiver. The receivers are always
connected to the system and pass all AppleBus data to the controller.
Only one driver at a time is enabled. Software controls which device
may transmit data (see Protocol Specification). The driver and receiver
descriptions and specifications are given in the electrical section, 6.0.

4.3 The signal on AppleBus is encoded with FMO (bi--phase space). This
insures that clock information can be recovered at the receivers. in FMQ,
a transition occurs at the beginning of every bit cell. A “0° is represented
by an additional transition at the center of the bit cell, and a °1° is
represented by no transition at the center of the cell.

|

12V MAX
v MIN 7/

T —* a3aus

.

Figwe 4.1 FMO Coding (230.4 K baud +/— 1%)

4 4 Synchronization time for the clock recovery system is provided by the
transmission of 14 consecutive 1 bits directly preceding the data frame.
Frame format is covered in the Protocol Specification.
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5.0 Interconnection

5.1 Applebus devices are connected to the AppleBus by a connection module
which contains a transformer, DB-9 connector at the end of an 460 millimeter
cable, and two 3—pin miniature DIN connectors as shown in Figwre 5.1. Each
3--pin connector has a coupled switch. If both connectors are used, the
<witches are open, but if one of the conectors is not used, a 100 ohm
termination resistor (R2) is connected across the line. The use of the connection
module allows the AppleBus device to be removed from the system by
disconnecting it from the module without disturding the operation of the bus.
R3 and R4 increase the noise immunity of the receivers, while RS and C1
isolate the frame grounds of the AppleBus devices and prevent ground loop
currents. The resistor (R1) provides static drain for the cable shield to

ground.
08-9 0B-25
Pins Pins RGeik I J3-Pin Miniature DIN
AXD+ 8 19 - COmecz.j:'s .::t; )soitch
‘ .
X0+ ¢ 20 ’e ° . PI'"
R4=1K
RARXD- 9 3 2
™- 5 @2 ;
RSs 1K
Gnd. Case ——-—tf\/m —--—-—— Shell
Ri=11
Cis 0. 1ufd
Figwe 5.1 AppleBus Connection Module
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5.2 Individual AppleBus devices are connected together by a twisted, shielded pair
cable. The cable is available in standard lengths with connectors on each end, or
in 150 meter bulk rolls. The maximum length of cable for the bus is limited to
a total of 300 meters.

Cable Specification
Conductors: 22 AWG stranded 17 ohwm per 300 meters
Shield: 85% coverage braid
Impedance: 18 ohm
Capacitance: 68 pF per meter
Rise Time: 175 ns 0 to 50% at 300 meters
Diameter: 4.7 mm (0.185 inches) maximum
SIZE ] DRAWING NUMBER
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5.3 The AppleBus connectar is a miniature 3 pin circular connector similar
to Hosiden connector number TCP8030—-01-010.

Pin 1 AppleBus - Plus 3
Pin2 AppleBus — Minus 1(e%0) 2
Pin 3 Unused L
Shell  Shield .

Figure 5.2 Connector Pin Assigment (looking into connector)

5.4 The interconnecting cable is wired “one—to—one® as shown below.

i \ BLUE 1
2 WHITE 3 7]
| \ [ L SHIELD

J

Figure 5.3 Interconnecting Cable Connection
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6.0 Electrical Specification

6.1 The recommended driver is the 26LS30 used with both +5V and —5V as
power supplies, and the mode control connected to give differential
outputs (Mode voltage low).

The outputs of the driver are coupled to the connector through a
“deglitch network® which consists of a3 T—network of two 20 to 30 ohm
resistors and a 150 to 300 picofarad capacitor. Use of the network gives
two major advantages. The first is that the high frequency components of
the signal are attenuated both going onto and of{ of the cable thus
reducing RF) and also static susceptibility. The second advantage is that
at least one driver on the network can fail without causing the network
to fail (as long as it fails in one state and doesn’t broadcast trash).

Those who wish to use standard RS—422 specified components (power

supplies of +5 volts and ground) may do so if the deglitch circuits are
"not used, but should be aware that the driver must drive a cable

impedance of 39 chms (middle of a 78 chm cable). l¢

6.2 The receiver is the 26LS32. Both inputs of the receiver are connected
thr ough deglitch networks.

+s DB - 9
ENABLE I\l\ AN ANA—— !
XD LS f 1.3
L
S
-3 C = 200 PF
PR R = 25 chm
'_/\N\IM/\’__— 8
XD 53 S % 1.3
/\N\*I’\/\/\/——— 9
DRAWING NUMBER 1
062-0190-8
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8.3 The transformer is a 1:1 turns ratio transformer with tight coupling between

primary and secondary. and electrostatic shielding to give excellent common
mode isolation.
The primary is wound as two windings of #32 AWG wire in series with one
wound below the secondary and one above it.
() I |
~
Q- 1o
wi i
35T .
|
{
i
nl
o I l U
¥ 1
BT L - P.C. PATTERN
G— ¢ @ 0.843
—o 8 @2 |
Dimensions in L 03 | T "f
inches - ) L 0.470
0.2000 0.08 O jrip |
-T o () o—§ -
Specifications:
Care Material: Siemans B65651-K000-R030 (or equivalent)
Bobbin: Siemans B65652—-PC1,L (or equivalent)
Retaining Clip: Siemans B865653~T (or equivalent) l
Magnetizing Inductance: 20 mH minimum
Leakage Inductance: 15 uH max
Capacitance: S pF max (primary to secondary with
electrostatic shield and core guarded)

Figure 6.2 Transformer Specification
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6.4 Each end of the cable must be terminated. The AppleBue connection module is
designed such that a 100 ohm resistor is connected across the line if one of the
two connectors is not used. A 100 ohmn resistor is used even though the
cheracteristic impedance of the line is 78 ohms because it gives adequate
termination and minimizes resistive losses.

6.5 The cable shield should be grounded to Earth ground (frame ground) at each
AppleBus device. This ground is necessary to prevent excessive RFI. A resistor
and capacitor are included in each connection rodule to isolate the cable shield
from the ground connection at 60 Hz while offering a low impedance connection
to high frequency noise. This connection scheme allows ground connection for
RF1 purposes without risking high currents flowing in the cable due to differing
ground potentials. In the U.S., the green wire available in most outlets is
suitable for frame grounding.
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7.0 Documentation
The following is a list of all AppleBus hardware drawings.

Orawing Description Orawing Number

AppleBus Connection Module Cover (Top) 815-0839
AppleBus Connection Module Cover (Bottom) 815-0838

AppleBus Cable Extender (Coupler) . 519-0300
AppleBus Cable with Malded Plugs 590-025X
D8-9 Connection Cable Assernbly S90-0254
D8-25 Connection Cable Assembly - 580-0253
AppleBus Board Film Artwork 820-013S
AppleBus Connection Madule FCC L abel R25--1008
Y SIZE | DRAWING NUMBER
@appie computer inc. A 0e2-01%0-
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1.0 Description

The AgpleBus transformer is used in the AppleBus connection module to give
isolation between the AppleBus cable and the units which are connected to the cable.

The transformer is a 1:1 turns ratio transformer with tight coupling between
primary and secondary, and electrostatic shielding to give excellent cormman mode
isolation.

The primary is wound as two windings of #32 AWG wire in series with one wound
&gwﬂnmydmmn.Tmmyis‘uiqleemtiumwimma!
#32 wire.

2.0 Environmental . .
The trarsformer shall operate properly and meet its specifications under the
following environmentat condi tians:

Operating Temmgeratwe: 0 to 70 degrees C

Storage Temperatuwre: —40 to 70 degrees C

Relative Humidity: S to 95%

Altitude: - . 0 to 4572 meters

in addition, the transformer must meet the Apple Computer shock and vibration
requirements while mounted on a printed circuit board and tested to Agple
specification number 062-0066.

3.0 Mechanical Strength and Workmanship

The trasformer winding assernbly, pins, mounting plate, core, and clamp shail be
securely mounted and rigid with respect to each other.

;l'sc % must be easily solderable; solderability must meet EIA specification

All somgonents shall be free of undue mechanical stresses.

4.0 ldentification Markings

The transtfarmer shall be marked with the manufactuwer’s name or identification
number, dete of manufacture, country of origin, manufacturer’s part number, and the
Agple gart number. The markings shall be clearly legible after typical assembly.
wave—soldering, and clesning processes, and after exposure to the sbove mentioned
enviranmental extremes. The markings may be placed in any convenient and visible
location on the transformer.
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5.0 Electrical Specifications

Core Material: Siemans B65851—-K000—R030 (or equivelent)
Bobbin: Siemans B65652—-PC1,L (or equivalent)
Retaining Clip: Siemans B85653~T (or equivalent)
Magnetizing Inductance: 20 mH minimum
Leakage Inductance: 18 uH max \
Capacitance: S pF max (primary to secondary with
electrostatic shield and core guarded)
Tuwrns Ratio: 1:1 accurate to the nearest 1/2 turn
Hi Pot: From W2 to core, shield and primary 1000 VOC for

one minute with no significant leakage current.

SIZEI DRAWING NUMBER
062-0215-B

@oppic computer inc. | A

SCALE: FHﬁET 3 .OF §

4 .



o (|
®O- o
wi P
38T | ®
: w2
o 20T
|
! s
i) b
o |
o ®

" Al wire #32 AWG.

| | — W3 CUT TAB
Shield — /] —wWe ; a"
snield = V272770 —n 3 A

Figwe1.8 Schematic and Build Detail
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DISCLAIMER .

This specification includes subject matter which may relate to patents of Apple
Computer. No license under any such patents is granted by implication ar ctherwise as a
result of publication of this specification. Applicahle licenses may be cbtained from
Apple Computer. ‘

This specification is frnished by Apple Computer for infermational purposes only.

~ Apple Computer does not warrant or represent that this specification or any products
made in confarmance with it work in the inténded manner or to be compatible with other
Apple products ar network companents. Nor does Apple Computar assums responsibility
for any errors that the specification may contain, ar have any liabilities or cbligations for
damages (including but not limited to special, indirect, ar consequential darmages) erising
aut of ar in connection with the use of this specification in any wvay. Apple Computer may
fallow or deviate from the specification without notice at any time.

This specification or anything made from it is not represented or wvarrented to be free
from infringements or patents of third persons.



PREFACE

This document contains the specification of the AppleBus Link Access Protocol, a
network access protocal developed by Apple Computer. This document is intended as a
Gesign reference document. The document's structure is based on The Ethernet Data Link
Layer and Physical Layer Specifications, Version 2.0, November, 1982. The AppleBus Link
Accass Protocal itself is significantly different from the Ethernet Data Link Protocal. An
Overview of AppleBus and the The AppleBus Protocal Architecture, An Introduction are
separate documents that include introductary descriptions of the AppleBus Link Access
Protocal.

This specification cantains four sections that describe the AppleBus Link Access
Protocal from several aspects. Sections I, and II provide an overview of AppleBus and
the functional model of the AppleBus architecture. Section ITI describes elements of the
APpleBus Link Access Protocol, including the frame format, frame transmission, and
frame reception. Section IV contains a procedural model of the Link Access Protocal as
well as the interfaces to the Physical and Network Layers.

Readers Jooking far an overall understanding of the the AppleBus Link Access Protocal
should read the first two sections. Implementors of the Link Access Protocal will find
that sections III and IV contain the details of the specification.
Notation
Three different numerical representations will be used in this document:

*bd...b for Binary numbers, (b=0orl)

Shh for hexadecimal numbers, (h=0,1,...,9, A B, ..., F)

numbers nn...n with no prefix for decimal numbers (n=0, 1, ..., 9 ).
Nommenclature '
The term node is used throughout this specification to refer to any computer, peripheral
device, server, etc., that is attached to and communicates over the shared medijum of
AppleBus. Other comronly—used synonymous terms are stafivrand Aasz
Drplementation
This documant is a specification of the function, fam, and processes of the AppleBus
Link Acocess Protocal. Although frequent reference is made {0 aspects of specific
frplementations of the protocol on various Apple computers, this is merely for the
purpose of llustration. There is no implication that the mentioned hardware ar software
configurations are required by this protocol specification. '
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1 Introduction

AppleBus is a system designed to function in three major configurations: as a srmall
work-srea interconnect system, as a tributary to larger netwarks, and in its most
elemental form, as a peripheral bus between an Apple computer and its dedicated

As a stand-alone work-ares network, AppleBus provides communication and resource
sharing among up to 32 computers, servers, disks, printers, modems, and ther
peripherals. Mcore impartantly, AppleBus supparts a wide varisty of farthcoming
mioessuchushuzdfﬂes.elecﬁmicnnﬂ.uémhﬂm%mu&nw
resources on cther netwerks. Further, AppleBus has been designed to allow its

incorporation, through tridging devices, into larger networks.

When functioning as a peripheral bus, AppleBus in effect implements the concept of siots
t_:ypwvidimmtxunnl serial bus for the connection of a variety of peripheral devices.

Applebus is designed 1o fit the needs of the individual user who wishes 1o extend his
maximum number of directly-attached peripharals, and provide for the sharing
requirements of a small cluster of computers. Careful attention has also been paid to
businesses, where work-area netwerks feed large backbone networks and corporate
commumnication implies a mixture of netwerks and techrologies. The design goals of
AppleBus can be summarized as: low cost, easy to install, easy to extend, and an open
system architecture.

AppleBus access hardware is built into Macintosh and Lisa systems, and is essentially
free for these systems. The shielded, twisted-palr cable used to farm the bus, and its
associated cables and connectiors, tring the actual per-node connect cost to only about
$2s.

Electrically, AppleBus has been designed with passive (transfarmar) coupling of nodes to
4 trunk cable, with simple, self-terminating miniature DIN connectars. No special
installation is necessary, and computers, peripherals, or servers may be easily relocated
or added. The actual connection of a device to AppleBus is simpler than hooking stereo
spoakers to a "hi-fi" system



The AppleBus Protocals Package supparts a range of canfigurations from simple
‘dadicated device attachment through internetwarking. With the same software, AppleBus
may be extended through AppleBus bridges to other AppleBuses, and through gateways to
cormmunications services and other networks (local or leng-haul).

Apple has developed a suite of protocals for AppleBus which provide functionality
cxTespanding to the various layers of the International Standards Organization (ISO)
Open Systams Intarcannection (OSI) reference model (see Figure 1). Protocals at the
IBO-OST layers 1 through 5 (Physical, Data Link, Network, Trarspart, and Session) form
the care of the ApplaBus Protocal Architecture. The use of layering allows developers to
design new functions and applications for AppleBus. Throughout the development of
AppleBus, Apple will make all technical documentation completely public.

L1 Technical Bpecifications
Physical Layer- |

Data Rate: 230.4 Xilobits per second

Maximum Node Seperstion: 300 meters

Maximum Number of Nodes: 32

Medium: Shielded, twisted-pair cable, baseband signalling
Topclogy: Linear, non-tranching bus

Data Link Layer:

Link Contral Procedure: Pully distributed peer protocal, with statistical
contention resolutiori (CSMA/CA)
Message Protocol: Variable size frumes, "best effcrt”™ delivery.
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12 Hardware

AppleBus at the Physical level has a bus topology consisting of a linear trunk cable with
intervening connection modules to which nodes attach via a short drop cable. Electrically
and mechanically, AppleBus is a multi-drop, balanced, transfarmer—isclated, serial
communications system for up to 32 nodes. The raw data rate is 230.4 Kilobits per second
over a distance of 300 meters.

Data packets are transmitted as frames using an HDLC/SILC format; the frames bits are
encoded using FM-0. FM-0 is a bit encoding technique that provides self—clocking.
Balanced signalling is achieved using RS-422 driver and receiver ICs in each of the
attached devices. The transfarmer provides ground isclation as well as protection from
static discharge. Since a node is passively connected to the trunk cable via a drop cable,
a device may fail without disturbing communications. Nodes may be added and removed
from the bus with anly minor disruption of sarvics.

Since end-user installation is assumed, assembled cables will be sold in standard 2, 6, and
15 meter lengths with malded ministure DIN connectors. The trunk cable connects to an
ApplaBus connection module. The connection module is a small plastic case (3"x 2"x 1")
cantaining a transfarmer, resistive and capacitive circuits for noise immunity, and two
3-pin miniature DIN connectoars with switches 10 a 100 ahn terminating resistor.
Attached to this plastic case is an 18-inch "drop cable” which terminates at the node with
either a DB-S or DB-25 connectar. The trunk cable is shielded, twisted-pair cable
(Belden 9272 or equivalent).

For detailed hardware infarmation, refer to AppleBus Electrical/Mechanical Specification,
March, 1984 (Apple Doc No. 082-0190-A).

13. Protocaols and SBoftware

Underlying the use of AppleBus is a specific set of protocols, or communication “rules”.



These protocals carrespand to the ISO-0SI layers 1 through S (Physical, Data Link,
Network, Transpart, and Session).

While Apple recommends the use of these protocals, communication over AppleBus is not
dependent on their exclusive use. The protocols are layered, functicnally distinct
entities, which allow easy acoess and addition of alternative protocals. This implies that
a software developer could, far instance, leverage upon the physical and data 1ink layers
to build a different protocal architecture.

For further details refer to the document, The AppleBus Protocal Architecture, An
Introduction, and individual docurrents on each of the AppleBus protocols. Protocol
specifications will be made availahle as they are completed.

Briefly, the three layers of the architecture that are relevant to this specification
include:

Phywical Layer

The Physical layer encompasses the physical and electrical characteristics of AppleBus
as described earlier in the Hardware section.

Link Access Protocol

The AppieBus Link Access Protocal (ABLAP) carrespands to the Data Link layer of the
ISO-OST reference model. This protocal, which must be common to all systems on the bus,
provides "best effart™ delivery of data peckets between nodes. The ABLAP manages the
encapsulation and decapsulation of data in an ARLAP frumeand then provides access to
the bus for trensmission and reception of frames. The fortrat and interpretation of the
data encapsulated by the frame is left to higher level protocals, Detafled description of
ABLAP function are in section 1l of this document. In summary, the LAP manages:

1. Bus Access Contral

All AppleBus nodes compete for use of the bus. It is the function of ABLAP to

resalve this contention, and provide fair access for all nodes. AppleBus uses an access
discipline that is termed Carrier Sense, Nu/tiple Accass with Collision Awaidance
(CSNA/TA2 Carrier Sense means that a sending node first "senses™ the line, and defers



to angoing transmission. Chllision avaidance means that the protocal attempts to minimize
collisions. A aallisionoccurs when two (or more) nodes transmit frames at the same time,
In the AppleBus CSMA/CA technique, all transmitters wait until the line is idle far a
minimum time plus an additional time as determined by a generation of a (pseudo-) random
number whose range is adjusted based upon perceived bus traffic. ABLAP does not
require hardware for the actual detection of callisions.

2. Node ID Assignument

AppleBus uses an 8-bit identification number (node m o nade ID) for node
addressing on the bus. AppleBus nodes have no pem-m.nt address or identification
number canfigured into them. When a node is activated on an AppleBus, it makes a guess
al its node number, either by extracting its number from some farm of long-term
(parameter/disk) memory, or by generating a random number. The node then sends a
special ABLAP enquiry frame to this guessed address, and waits for an acknowledgement.
If 1t receives an ackrowiedgement, it Xnows that the chosen node number is already in
use, and repeats the process with a different guess until it succeeds (no
acknowiedgement received afler repeated transmission of the special enquiry frame).

3. Node—to-Node Addressing Mechanism

ABLAP is ultimately responsible for the destination and source node addresses encoded in
the header partion of a frame. In addition to the ability to direct packets to a specific
node on the AppleBus, ABLAP allows the broadcasting of packets to all nodes on the bus
using destination address SFP.

4. Frame Length and Integrity

Frame length may vary arditrarily with a stipulated maxirmum of 600 data bytes. This data
is azsembled into frames with a three—byte ABLAP header and an appended 18-bit rume
Oheck Sequance (FCS). The FCS is calculated using the standard CRC-CCITT
palynomial. Packets received with an invalid PCS are discarded by the receiving node.

This docurrent provides a precise specification of the Data Link layer of the AppleBus
architecture. It does not specify the higher level protocals required to complete a
network architecture, nor does it detail the physical interface to the commumication



madium. The higher level protocls are expected to provide error recovery, flow cantral,
and end-to—end transpart of user data, as well as support for application services.

The primary objective of this specification is to ensure compatibility among various
AppleBus implementations. While different higher level protocols will be implemented on
AppleBus, the enfarcement of a unique Link Access Protocal will guarantee standard
access 10 the netwerk that is both fair and stable.



IL _Punctional Model of the AppleBus Link Access Protocal

The AppleBus Link Access Protocol perfarms the functions carresponding to those of the
Data Link Layer of the ISO-081 reference model. ABLAP also perfarms the addition
function of dynamic node address assignment. The following functional model describes
the general concepts of the protocol.

o1 Layering

.

One of major architectural features of AppleBus is the use of layering. Layering lends
clarity to the design by defining and interrelating functijonally distinct protocals. Each
layer of the protocol architecture builds upon the services of lower layers and itself
provides services to higher layers. In the specific case of the AppleBus Link Access
.Protocal, the Physical layer consists of the transmission medium and the associated
electrical signalling facilities used by ABLAP {o transfer data frames. ABLAP in turn
provides the Netwerk layer protocols (the ARLAP cliant) with a "best effort”,
arror-fres, node—4to-node delivery of data packets.

IL2. Physical Layer

The Physical layer of AppleBus is 2 230.4 Kilobit per secand channel through a shielded,
twisted pair cable. The channel is driven in confarmance with EIA Standard RS-422
balanced vultage specifications. The Physical layer performs the functions of bit
encading/decoding, synchronization, bit transmission/reception, and carrier sense. The
layered architecture of AppleBus allows for the Physical layer t0 be replaced by ancther
madium as long as these functions are provided and the interface betwean the Physical
and Data Link is maintained the same. An explanation of each of the functions performed
by the Physical layer is summarized below. The details of the AppleBus Physical layer are
in the AppleBus Mechanical/Flectrical Specification referred to earlier.



Bit Encoding/Tecoding

Bits are encodndusmg a self-clocking technique known as FM-0 (bi-phase space). In
FM-0, each bit cell (nominally, 4.34 usec) contains a transition at its end, thus providing

timing information. Zeros (0's) are encoded by adding an additional transition at mid-cell
(see Figure 2). ‘

0 Voitage
>
Crossing

microsecs.

Fipre 2 FM-0 Encoding

Synchronization

At the beginning of a frame ABLAP transmits a synchronization pulse This is & transition
an the bus, fallowed by an idle period greater than two bit-times. The synchronization
pulse is obttained by momentarily enabling the line driver for at least one bit time, before
disahling it. This causes a transition which will be taken as a clock by all receivers on
the AppleBus. However, since it is followed by an idle period of sufficient length, a
Hiah‘dbckh&hcbdbyh.mim. The Missing Clock allows transmitters to
synchronize their access to the line.

Signal Treremission and Reception

The use of the EIA RS-422 signalling standard for transmission and reception over
AppleBus provides significantly higher data rates over longer distances than with the
EIA RS-232C standard. AppleBus uses differential, balanced voltage signalling at
230.4 Kilobits per second over a maximum distance of 300 meters. The balanced



configuration provides better isalation from ground noise currents and is not susceptible
to fluctuating voltage potentials between system grounds or common mode electromagnetic
interference (EMI).

Carrier Sense

The Physical layer provides an indication to the Link Access Protocol when activity is
sansed on the cable. Por instance, on the Macintosh, carrier is sensed when the start of a
valid frame is detected by the Zilog™ 8530 Serial Communications Controller (Hunt it
equals zero). v

IL3. DutalLink Layer

The AppleBus Link Access Protocal is the key mechanism allowing AppleBus nodes to
share the communication medium. It perfarms the functions of uniquely addressing each
physical node on AppleBus, encapsulation and decapsulation of user data within an
ABLAP frams th transmission and reception of the frame through the physical
medium, management of access o the physical medium, and detection of transmission

TS

Addressing

Each node an an AppleBus has a unique 8-bit address, which is also known as the sode
dantifer(node ID). This address is used to identify the source and destination of each
ABLAP frame. Unlike other networks that use fixed, universally unique addresses,
AppleBus uses a dynamic node address assignment scheme. Thus, AppleBus node
addreszses are unique only within their local bus and may change over time.

The 8-bit AppleBus Destination address is used to "filter” frames at the data link layer.
Frames whose destination address does not match the receiving node's adkress are not
accepted by that node. The address 255 (SFF) has a special signifance. Frames received
with destination address equal to this value are accepted by all nodes. This permits the
“broadcasting” of data packets to all nodes of an AppleBus. It is important 1o note that
the node address zero (0) is not allowed and is treated as “unknown™.

Data Encapsulation/Decapsulation

10



Data encapsulation/decapsulation is the general method used by the AppleBus Protocal
Mchitectmfcnﬁvh\guserwmbnupu'damwwmuyers. A unit
of user infarmation is enclosed oy a layer—specific header and/or trailer as it moves
through each layer from a user application down to the data link layer. In the case of
ABLAP, a prearmble, an ABLAP header and trailer/postamble enclose the data passed fror
the next higher layer (netwerk). The corresponding protocal layer at the receiving end
examines and removes the layer—specific protocol infarmation as user fnformation moves

up through the layers to the receiving application.
Dxta Trursmission/Raception *

AppleBus uses a bit-oriented data link protocol for data transmission and reception.
Unlike byte-oriented protocals, a bit-oriented protocal parmits the use of all bit patterns
within the frame. The frame delimiter for ABLAP is called a FLAG. A flag is the
distinguished bit sequence %01111110 ($7E). Typically, flags are generated by
(hardware) transmitters at the beginning ind end of frames and used by (harduare)
receivers to detect frams boundaries.

In arder for the data link protocal to transmit all bit patierns within a frame the protocal
must insure data transparency. This is provided by a technique Inown as "bit stuffing”.
ABLAP guarantees that data sent an the bus containg no sequences of wore than five
cansecutive 1's. It does this by inserting a 0 after each string of five consecutive 1's
detected In the user data stream. A receiving ABLAP perfarms the inverse operation,
"stripping” a 0 which follows five consecutive 1's.

Access Managerart

AppleBus is a shared, communication madium and 20 requires that access to the madium
be managed. This access management is performad by the ABLAP protocal. ABLAP uses a
contention resalution method known as Carriar Snse Nulfinle Accass with Callision
Avaidance (CSMA/CA) fer link access management. CSMA/CA uses the Carrier Sense
signal provided by the Physical Layer to determine if the channel is busy and, if so, waits

for a random period. A frame dialogue is used to implement a collision avoidance scheme.
This scheme is discussed in detail in section IV.2,

1



Eror Detection

Because communication channels are error prone, an important function of the data 1ink
layer is to assure carrect reception of data. ABLAP uses a frame check sequence known
as Cyclic Redundancy Check (CRC) to block check the data frame. ABLAP uses the
standard CRC-CCITT polynomial to compute the FCS by perfarming & polynomial division
on the data frame. Frames detected with an invalid FCS are discarded by the receiving
node.

Implamantation Note

It should be noted that FLAG generation and recognition, node address recognition,
bit-stuffing (and stripping) and FCS generation/validation will typically be done by
interface hardware. Figure 3 fllustrates the relationship between the Jowest two layers
(Physical and Link Access) of the AppleBus Protocal Architecture and a typical
fmplementation (the Macintosh) in hardware and software.
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oL leBus Link Access Protocal

The following sections describe the major features of the AppleBus Link Access Protocol.
These include & dynamic node number assignment mechanism, the frame farmat, and frame
transmission and reception processes.

IOl Dynamic Node Number Assignment

AppleBus does not require that a node's address be hecarded/configured in it
permanently. The primary motivation far this feature is that when a node is moved
between AppleBuses, it is possible that its ald node number conflicts with ane already in
use on the new bus. Hence, it will have to acquire a new node number.

The procedure.for determining a node number is as fallows:

When a node first becomes active, it makes a guess at its node number. This guess may be
 provided by some sart of long-term memory (e.g., parameter memory) or may be generated
each time by some psuedo-random mechanism (e.g., the low—order bits of some timer,
ete.).

In any case, the new node must then verify that this guessed number is not already in use
by some other node on that AppleBus. This is dane by repeatedly sending out a special
directed ARLAP Bnguiry contral frameio the guessed node address. 1f the guessed
address is in use, then the caxrrespanding node will, upon receiving the enquiry respond
with an ARLAP Acknowdedge contral frame The reception of this frame indicates that the
guessed number is already in use and a new guess must be generated.

Repeated transmission of Enquiry frames is used to account for cases where a node using
the guessed address might currently be busy, and thus miss an Enquiry frame.

Node addresses are divided into two classes: server node addressesand user node
addrassas The range of addresses for user nodes is 1..127 ($01..87F); the range for
server nodes is 128..254 ($80..SFE), with $S00 reserved for “"unknown” and SIT reserved
for broadcast.

14



The address space is split into two parts due to the fact that some nodes may for
extended pericds of time disable reception from AppleBus (for instance, if they are in the
middle of a device-intensive operation, such as disk access or transferring a bitmap
document to a laser—printing device). Such a node will not respond to another node's
enquiry frames. This could lsad to two nodes acquiring the same node address.

It is extremely impartant that no node acquire the same address as an already-functioning
sarver nods sincs this would disrupt service not anly for the conflicting nodes but also
for other users of the server. By excluding user (non-server) nodes from the address
range ussd by servers the possibility of user nides (switched an and off with greatar
frequency) confliciting with servers is eliminsted.

Within the user node adkiress renge, verification can be dane more expeditiously (fewer
retransmissions of the Enquiry frame) to decrease the initialization time for such nodes.
A mare tharough and extended address assignment scheme is used by servers, i.e they
take extra time during the address verification process to ensure that, ance chosen, they
will be unique on the AppleBus. This is not detrimental to a server's operation since
such nodes are rarely switched on or off.

If, during normal operation after acquiring its address, a node detects the use of the same
address by some other node (e.g., it receives a Clear—to-Send frame with source address
the same as its own address), then the ABLAP driver should set a flag to indicate an
address conflict error condition to its client(s). Recovery from this condition, if desired,
is the responsibility of higher level protocols.

2 Freme Toarwet

The besic unit of ABLAP transmission is a Zwume (see Figure 4). Pricr to transmitting the
frame, ABLAP sends out a synchranization pulse fallowed by a Sume preamble consisting
of two or more flag bytes (801111110). The frame is followed by & Sume
pastambie/trailarconsisting of a flag byte (801111110) and an abort sequence (seven or
mere 1 bits).



#— One Byte (8 bits) —

MSB | LSB

‘X\Tﬁ T 1 lﬁjjg/

Flag
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LAP Type
Field

m B ’ Data Field ]

(up to 600 bytes)

Frame
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Figure 4 AppleBus Link Access Protocol Frame Format
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The ABLAP frame itself consists of a three byte ARLAP Aesder(the destination node
address, the source node address, a one byte ZAP {pe fiekd) followed by a variable
Jength data field (0 to 600 bytes), and a 16-bit frame check sequence.

Destiration Node Address

The Destination node address (8 bits) specifies the address of the node for which the
frame is intended.

Source Node Address
The Source node address (8 bits) specifies the address of the node sending the frame.
LAP Type Field

The LAP Type Fiald (8 bits) is used to specify the type of the frame. Values 128 to 255

"($80 to STF) are used by ABLAP for its own control frames. ABLAP frames do not include

a data field. The different ABLAP contral frames are as fallows:

* ]JapENQ (LAP type = $81): This identifies the ABLAP Enquiry frame type used by the

dynamic node address assignment mechanismy

* JapACK (LAP type = $82): A node receiving a 1apENQ frame must send a lapACK
(ABLAP Acknowledge) frame in response;

* JapRTS (LAP type = $84): This frame is used as part of the 3-way handshake to
transmit data packets. It notifies the destination that the transmitter wishes
to send a packet to it. The destination must respond with either a JapCTS;

* }apCT8 (LAP type = $85): This frame h‘nntby;du'tinntimmde in respanse to a
1apRTS. It indicates the willingness of the recefver to accept a data packet.

ABLAP control frames (LAP type in the range $80 to SFT) received with a type field other

than those listed above are simply discarded.

LAP type field values 1 to 127 (S01 to S7F) are used in ABLAP frames carrying client data.

17



In such frames, the type field plays the role of an identifier of the client's protocal type.
This allows the simultanecus use of ABLAP by several network level protocals (crucial to
maintaining an open systems architecture). The ABLAP implementation in a receiving
node uses the value of this type field to determine the client to whom the frame's data
must be delivered. This client in turn uses the LAP type field value to decide how to
interpret this data (format of the data, higher level protocal header, etc.).

As an example, the Datagram protocol of Figure 1 specifisd by Apple (called the Datagram
Delivery Protocal) uses LAP type field values of 1 and 2. (See the already referenced
docurmant on the AppleBus Protocal Architecture). *

Data Field

ABLAP transmits and receives data packets on behalf of its clients. The format and
interpretation of packets is defined by higher level protocols. Client data is sent by the
ABLAP by encapsulating it into an ARLAP Mats frame (LAP type field = $01 to S7TF). The
data field contains a sequence of up to 600 octets. It should be noted that the length in
bits of client data in a frame must be an integral multiple of 8.

Prame Check Sequence Field

The 16-bit frame check sequence (FCS) is computed as a function of the contents of the
source address, destination address, LAP type, and data fields. The encoding of
CRC-CCITT is defined in terms of the standard generating polynomial:

C(x) = x"6 * xlz + xs +x1

The CRC-CCITT frame check ssquance valus carrespanding to a given frams is
calculated based on the following polynomial division identity:

M(x) = Q(x) + R(x)
G(x) G(x)

M(x) = binary polynomial (caxresponding to the frame after complementing
its first 16 bits);

18



" R(x) = remainder after dividing M(x) by the generating poalynomial (its
coefficients are the bits of the FCS).
The implementation of the CRC for the FCS field, at the transmitter, computes the CRC
starting with the first bit of the destination address fallowing the opening flag and
stopping at the end of data field. The FCS field at this point is an ihversion, or
anes—complement, of the transmitter's remainder. The result of a carrectly received
transmission is a constant: %0001110100001111 (x15..x9).

In the SDLC implementation of CRC, a modified polynomial expression (modulo 2) of the
trensmitted data 1o be checked is divided by the generating polynomial, x16 + x12 + x5+ 1
Integer quotient digits are ignared, and the transmitter sends the complement of the
resulting remainder value as the FCS.

In addition to the division of the binary value of the data by the generating polynomial to’
generste the remainder for checking, the fallowing manipulations cccur:

1. The dividend is initially preset to all 1°s. This adds the binary value of
the preset bits to that of the data bits.

2. The transmitter's remainder is invertad bit-by-bit (FCS field) as it is
sent to the receiver. The high-ceder bit of the FCS field is transmitted
!m (xzsﬂﬂ"’ xu)'

S. The receiver includes the FCS field as part of its dividend. Continued
computation raises the value of the dividend poalynomial by the facter

x16, Since the dividend and remainder at the receiver is equal to that at
the transmitter at the beginning of the FCS field, the remainder at the
receiver at the end of the FCS field is a constant that is characteristic
of the diviscr.

If the recsiver computation does not yield the constant, 80001110100001111, it is assumed
that the frame was received in ervar. The entire frame is suspect and discarded.
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Since the ABLAP header consists of 3 octets and the data field has 0 to 600 octets, the
smallest valid frame (not including the FCS) is be 3 octets long, while the largest is 603
octiets long.

m 3. Nrure Transmission

ABLAP transmits client data in ABLAP data frames using a special dialogue involving one
or mare ABLAP control frames follwed by an ABLAP data frame. The exact form of the

dialogue depends on the destination of the frame. On this basis ABLAP distinguishes two
kxinds of frames: Direciadand Rrosdcast

Adirect_ad packet is ane whose destination address is a single node; a broadcast packet
is intended 10 be received by ‘all nodes.

The purpose of the dialogue mentioned above is to control the access to the shared bus in
an arderly fashion that reduces the probability of a collision. This is based on a
CSMA/CA technique.

The dialogues must be separated by a minimum Inter-Dialog Gap (IDC) of 400 pusec.; the
different frames of a single dialog must follow one ancther with a maximum Inter—Frame
Gap (IFGC) of 200 usec.

The frame transmission procedure is described separately for directed and for broadcast
frames.

Consider the case of a directed data frame (see Figure 5(a)). The transmitting node uses
the physical layer's ability to sense if the line is in use. If the line is busy the node waits
until it becomes idle (the ncde is said to defr). Upon sensing an idle line, the
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transmitter waits for a time equal to the minimum IDG plus a randomly generated amount.
During this "wait”, the transmitter cantinues to monitar the line. If the line remains idle
throughout this wait period, then it sends an ABLAP lapRTS frame to the intended
receiver of the data frame. The receiver must within the maximum IPG return a lapCTS
frame to the transmitting node. Upan receiving this frame, the transmitter must within
the maximum IFG send out the data frame.

The purpose of this algorithm is twofold: (1) to restrict the pericds in which callisions
are highly likely (this is during the hpn'rs-u?c'rs exchange), and (2) to spread aut in
time several transmitters wvaiting for the line to become idle. The lapRTS-lapCTS
exchange, if successfully completed signifies that a callision did not occur, and that all
intending transmitters have hsard of the coming data frame transmission and are
deferring/waiting.

. I in fact a collision does occur during the JApRTS-1apCTS exchange, a 1apCTS will not be
recetved, and the s6nding node will then Aeck affand retry. The sending node is said to
presume a collision.

The range of the random wait time is adjusted if such a callision is detected. In fact, thi
adjustmant or back off is done using a linear back off algorithm that dynamically modifies
this range in response to recent traffic histary. The idea is that if collisions have been
presumed for recently sent packets, this signifies heavi